
Deliver consistent security to your remote  
and mobile users with Prisma Access

Your Challenges

The Prisma Solution

What is Prisma 
Access?

How does Prisma 
Access work?

Prisma Access uses a common cloud-based infrastructure that 
delivers multiple types of security services, including advanced 
threat prevention, web filtering, sandboxing, DNS security, 
credential theft prevention, DLP and next-generation firewall 
policies based on user-to-application, and host information 
profile.

Prisma Access Secure Access Service Edge (SASE) enables 
mobile users and branch offices to securely access the cloud 
through a scalable, cloud-delivered security architecture. This 
means you don’t have to worry about sizing and deploying 
firewalls at each branch office. Remote Access VPN is not 
designed to support cloud applications with Prisma Access. It 
uses cloud infrastructure to connect users to both cloud apps 
and the data centre.

To stop cyberattacks, it’s necessary to inspect ALL traffic. 
Prisma Access does more than just secure the web, it provides 
consistent, secure access to all applications in the cloud, in your 
data centre and on the internet

Organisations need a way to secure digital business transformation and innovation, 
no matter where users, applications or data happen to be located. Prisma Access, 
a Secure Access Service Edge (SASE) platform, brings together industry-leading 

security and SD-WAN capabilities in the cloud.

What makes Prisma 
Access different?

Business agility
Growth of 
remote users Cost control



Save time 
and money

Full SASE
vendor

Always on 
approach

Support your 
teams

Consolidates administration 
and management across 
the entire organisation, 
driving operational efficiency, 
reducing cost and complexity.

Consolidate 
and grow

Cloud delivered from over 
100  locations means the 
solution can scale seamlessly 
to handle changing 
requirements, and without 
performance degradation.

Protects remote networks 
and mobile users in a 
consistent manner, wherever 
they are.

Reduce the amount of 
time dealing with security 
implementation challenges 
such as capital expenditures 
on hardware and upgrading 
firewalls in the field.

Scale in 
the Cloud

Leverage continuous 
vulnerability management 
and automated risk 
prioritisation across the 
entire cloud native stack and 
lifecycle. Easily investigate 
any incident.

Delivering a full security-as-
a-service and network-as-
a-service from one single 
vendor with the flexibility and 
integration capabilities to 
include third party SD WAN 
offerings. 

Remove IT resource 
bottle necks

Growing remote 
teams

Why Palo Alto Networks?

Fotune 100 companies 
trust in Palo Alto networks

Top right in 
Gartner NGFW Customers Countries

85% +15065K8yrs

Watch our short video to learn more or  
get in touch to set up your free trial.

The Benefits of the Prisma Approach

Why Now?

Remove IT resource 
bottle necks

Scale in the 
cloud
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